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In this research proposal, I am exploring the scalability of the latest systems for access control, with a significant focus on Amazon’s Cedar system and Google’s Zanzibar models. Google’s global architecture enables fine-grained access control, making it one of the better solutions for public cloud systems and distributed environments. Similarly, Amazon has introduced a new language to externalize controlling access from the actual application code; it supports other access control models like RBAC, ABAC, and ReBAC with a major focus on policy analysis, policy audit, and maintenance. My study aims to delve into the core mechanism and challenges of maintaining real-time authorization performance.

I aim to address the issues of achieving a low-latency policy permission check in cloud environments while ensuring policy consistency and security are maintained. My study has the potential to significantly enhance the robustness and security of cloud environments. Additionally, I also plan to incorporate Machine learning techniques to predict the access control patterns and automate the policy modifications.

In my research paper, I would like to address the limitations of the traditional access control models like RBAC and ACLs, the issues related to Google’s Zanzibar architecture and Amazon’s Cedar architecture, The security vs the performance trade-off while scaling these systems to public cloud environments, and the issues with granular specification of the access control policies.

In the future, I plan to explore How using Machine learning to predict user access patterns and behaviors, and thereby modifying the user permissions on the fly, will be beneficial. How can cross-cloud/platform compatibility help organizations maintain a single source of truth to control all access management? What are the mechanisms to detect and recover from security breaches, and How do we achieve low latency in large-scale systems?
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